1. Data Encapsulation and De-Encapsulation
   1. Describe how data is encapsulated before transmission from the application layer to the physical layer using the OSI model.

The OSI model has entities known as Protocol Data Units (PDUs). Each layer of the OSI model has one of these and uses it to encapsulate data passed to it from the layer above. An application will generate a message containing data that needs to be sent. The message will be encapsulated within an application-layer protocol’s header (it is contained in its data field, typically). As we go down the OSI model, we find that each PDU from an upper layer is contained within the data field of the following layer’s PDU. The application message is passed to the presentation layer via layer interface services. The data is encapsulated in the presentation layer PDU and passed to the session layer. This process continues through the transport layer’s datagrams, the network layer’s packets, to the link layer’s frames until the frame is passed along a transmission medium using the physical layer’s services.

Each layer uses its own services to pass an encapsulated piece of data to pass it to the layer below it.

* 1. Describe how a packet is de-encapsulated in order to reveal the data in a packet from the physical layer to the application layer using the OSI model.

In reverse order to encapsulation, the physical layer receives a signal from the link, converts it to bit data and passes it to the data link layer. Here, the data link layer checks for any errors in the signal, evaluates the sender’s MAC address and passes the payload of the frame (the packet) to the network layer. The process of processing the data unit at each level and passing the payload to the next layer is called decapsulation. The application layer finally receives the payload of the presentation layer (in the OSI model) as a message which is then managed by the application layer protocol.

* 1. Evaluate some of the security challenges at each layer of the OSI model.

Each layer of the OSI model poses security challenges. At the physical layer, one of the main issues nowadays is that wireless networks rely on broadcast radio waves. Radio waves can be manipulated and broadcast by many people and types of devices and can lead to signal jamming as well as spying [1, 2]. To counteract this, there are various jamming devices that can counter jamming activity. But more to the point, there is an emerging field of end-to-end authentication on the physical layer [3] that aims to ensure transmission is secure, without the need for encryption at higher levels.

In this vein, encryption is a powerful tool used at each layer of the OSI model (including the data link and physical layers [4, 5], but is classically used in the presentation layer [6]. This technique is used to ensure that, if any data is intercepted by a malicious user, that data is illegible or nonsensical to that user. To this end, encryption uses an algorithm to encrypt and decrypt data at the sending and receiving end of the transmission. A security issue found at the data link layer of the Internet is ARP spoofing, which can be used to intercept, modify or stop data transmission in a local area network. This can be counteracted using packet filtering [7].

1. Discussion Based on Socket Programming with UDP: Identify and explain the major security implications of using the UDP protocol for data exchange.
   1. Consider the following:
      * How can these security challenges be addressed? Highlight an example of a network protocol that can be used to resolve these issues and their trade-offs
      * Identify some services that make use of the UDP transport protocol and discuss why it is used instead of TCP

The User Datagram Protocol is used in the TCP/IP stack’s transport layer. It is a barebones, unreliable connectionless protocol that encapsulates an application layer message in its payload. The header of a UDP datagram contains the source port number, destination port number, length, and checksum fields.

UDP does not offer security services like encryption. As such, it relies on upper- and lower-layer protocols to provide security over the network. For example, the IPsec suite extends the standard IP protocol to provide encryption services on the Internet layer. IPSec uses the Advanced Encryption Standard (AES) to encrypt an IP datagram and its header before sending it over a network [8]. Another workaround for the issue of encryption is to use a secure protocol based on UDP like QUIC (RFC 9000 [9]). This protocol works in the transport layer and aims to obsolete TCP by providing the security and reliability benefits of TCP to the speedy UDP protocol. An issue with using QUIC these days is that a lot of servers are actively refusing packets sent using QUIC because it is stateless, making it difficult to secure server-side. A discussion can be found [here](https://www.reddit.com/r/networking/comments/148qz1f/why_is_there_a_general_hostility_to_quic_by/)

Aside from lack of encryption, UDP also lacks the handshaking mechanism or session management that are present in TCP. Because of this, it is easy for a malicious user to pose as either the client or server during UDP communication – this is known as spoofing. Spoofing is a type of attack that can be overcome using IP packet filtering, a technique that is able to identify malicious IP packets sent from fraudulent hosts.

For all its security concerns, UDP sees a lot of use in real time applications. Interactive videoconferencing relies on fast communication between two hosts and will typically be sending and receiving UDP segments for both video and audio channels with millisecond frequency. Because TCP requires extra round trips for handshaking and has a larger header size that requires more parsing and processing, it is slower. The end user does not necessarily require reliable packet transport if they can piece together an image or words in their heads, but they do require real-time delivery of data in order for a conversation to be carried out. The same applies to internet telephony applications like WhatsApp calls and iMessage calls.
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